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[bookmark: _Toc462478989]Abstract of the contribution: This contribution addresses evaluation of KI#1 solutions
1	Introduction
Different solutions for the key issue #1 address technical requirements on connectivity deployments using DNS mechanisms that in some cases can be out of the control of operator. This contribution proposes evaluation of solutions based on some principles related to the operation of edge deployments.
2	Discussion
3	Proposal
The different solutions proposed for KI#1have been categorised in three different groups, some not directly related to the EAS discovery, and two more categories for those related to EAS discovery, i.e. DNS based and not DNS based.
However, several of the solutions share common points and some others propose features that could complement and enrich a solution that would adhere to the principles discussed. It is then proposed to evaluate the solutions based on the principles and observations in S2-2005442.
************* Start Changes *************
[bookmark: _Toc23255040][bookmark: _Toc26346412][bookmark: _Toc26346625][bookmark: _Toc26773895][bookmark: _Toc31192362][bookmark: _Toc31192522][bookmark: _Toc31193013][bookmark: _Toc31616192][bookmark: _Toc31616267][bookmark: _Toc31616343][bookmark: _Toc31616419][bookmark: _Toc43317519][bookmark: _Toc43374991][bookmark: _Toc43375452][bookmark: _Toc43801976][bookmark: _Toc43806242][bookmark: _Toc43806549]7	Overall Evaluation
Editor's note:	This clause will provide evaluation of different solutions.
7.x Evaluation of solutions for KI#1
7.x.a Evaluation of Category 1: Solutions not directly on EAS discovery
The solutions under this category are basically enriching/extending the information used by the network before proceeding to the actual discovery. In this sense, they help to setup the collaborative scenarios.
Solution #1 proposes enhancing URSP rules to include the FQDN or list of IP addresses of the EAS and Spatial Validity Condition as new parameters, addressing the criteria of collaborative scenarios as depicted in companion S2-2005442. This solution can complement many of the solutions proposed for the actual discovery of the EAS.
Solution #13 proposes enhancing the Traffic Influence API to include information on the domains (set of FQDN(s)) supported on a DN / local access to a DN (DNAI); this information may be associated with priority indication and becomes a useful solution to complement discovery and handle network decision. One open point relates to describing how the PCF will create the DNS configuration information. An important issue is the impact on the UE to introduce new DNS Configuration information (using priorities) for the PDU Session.
Solution #21 proposes PvD provisioning to UE as part of URSP rules. The Provisioning Domains contain information such as IP address(es) of the DNS server(s), Name of the HTTP proxy server (if available) and DNS suffixes associated with the data network. The solution is not properly described from procedures point of view and looks like presenting the disadvantage of transferring the control on mobility from the 5GC to the UE, what would imply conflicts with decisions and network policies in the 5GC. However, information like Provisioning domains can be useful to be amended/used by the network, complementing solution #13. 

The solution #16 does not address collaborative scenarios, unless the configuration server would be deployed in the operator’s network and relevant information to be stored in it would be received from the AF using enhanced APIs as per previous solutions. It presents the disadvantage of provisioning the ECS address at granting the session request, in which case the UE is already anchored maybe in the wrong PSA.
The communication between the UE and the ECS is not described (i.e. control or user plane). No description exists either for relevant updates of the ECS. This is similar to the proposals in solutions #14 and #15
7.x.b Category 2: Solutions for non-DNS based EAS discovery
In this category, Solution #17 is considered as potential solutions to include policies for the UE. Similar to solution #1, it introduces additional UE policy information and is used by the Serving PLMN. The IP address/FQDN of the EAS is directly handled by the UE as long as the client application matches any rule.
The interaction between URSP from HPLMN and EC Parameters from Serving PLMN when the UE is roaming should be clarified.
No DNS query is necessary in case the EAS IP address is provisioned, but there will be a need if only FQDN is provisioned in the policy.

Solution #18 proposes mapping the destination AS IP address (IPas) to a local EAS IP address (L-IPas) via DNS operations and replacing IPas with L-IPas during forwarding packets. This is basically a DNS solution and does not address collaborative scenarios. Buffering, mapping and remapping of user plane packets will imply performance issues in cases of latency sensitive connections. Rand rapid mapping/remapping of PTR, SRV and A/AAAA is not well-suited to DNS, and will also require cache flushing throughout the DNS hierarchy

7.x.c Category 3: Solutions for DNS based EAS discovery
These solutions are: #2, #3, #4, #5, #6, #7 (not evaluated with this KI), #8, #9, #10, #11, #12, #14, #15, #19, #20 and #22.
Several of the solutions in this category make use of a Local DNS or Central DNS resolver, although only some depict collaborative scenarios for these resolvers to use relevant Application Provider information.
From those, Solution #3, Solution #11 and Solution #19 are the most complete ones, and address collaborative scenarios and all the criteria depicted in companion contribution S2-2005442, except that they do not resolve by themselves but pass the request to a DNS.
Solution #3 points to being only used for breakout and distributed anchor in an scenario in which the UE is placed at central from the start. This limitation is not present in solution #11, which supports the Distributed anchor connectivity model by establishing a new PDU session instead of inserting an ULCL so #3 and #11 could be merged to complement each other.
In addition, the solutions are easily extended for the AF/ARF to be DNS resolver, without having to proxy the request to the DNS, by retrieving from the control plane the relevant information, e.g. association FQDNs/DNAIs..
It should be possible to complement these solution with #1/#17 for UE rules and updates to Traffic Influence API (like in solution #3 and #13).
In line with #3, solution #19 addresses collaborative scenarios and criteria in S2-2005442. The ARF sits at the user plane and has an interface to the control plane for configuration and to retrieve information. The ARF can be a functionality of the 5G Core. It needs to add encryption when the ARF acts as DNS proxy.
L-DNSs belonging to 3rd parties (not under SLA with network operator) should not be the DNS resolver, due to privacy issues.

Solution #22 (options 1 and 2a/b), specific for local breakout scenarios, introduce the LDNSR as a DNS Resolver that performs CP functions (acting as AF). AF Traffic influence API is used to provide the CN CP with EC configuration (mapping between FQDN, L-DNS IP address and DNAI). Compared to solution #3 (in local breakout scenario), it already includes details about LDNSR AF dynamic retrieval of information from SMF and dynamic reconfiguration of the ULCL by LDNSR AF influence.
The rest of the solutions either present the disadvantage of forcing user plane data analysis in the control plane nodes (#6, #9 & #12) or, propose to receive queries for non-EC applications at the local edge (#2 & #22 in option 3). Some are purely DNS based proposals with little or no role for the network (#8 & #10) and make use of anycast requiring that all DNS servers in the network have the same IP address (which conflates identity with address), adding management complexity, and resulting in a race condition (which DNS server answers first) which may not give the optimal answer. 

7.y Open issues from solutions for KI#1
7.y.1 UE anchoring
One observation from the set of solutions proposed for KI#1, is that very few solutions provide any information regarding the initial anchoring of the UE before the discovery, but enter directly into the connectivity model assumed, many times artificially because the solution forces that specific model.
Upon consideration of where in the network the UE is placed at session request, the solution to discover the EAS can be different. E.g. A subscriber that purchases a summer package to watch internet TV (eMBB) is placed at the local edge for the duration of the package but discovery of application would not be done through the DNS resolver used for EC applications and the subscriber could access the local anchor and by traditional DNS means, connect to the closest EAS deployed by the broadcaster. The rest of the year, the UE would simply be placed centrally with usual discovery of the applications.
Placing a UE in the local edge depends on:
1.- The network has deployed local anchors. This may not be always true, but still it may be possible that different EAS exist and the solution will need to choose the optimal one.
2.- The Application Provider has a distributed deployment for specific applications. As well, this is not always the case, but this will be known by the network operator when proper SLA exists with the external provider.
3.- The subscriber can access local services. It is important to understand that the dimensioning of local network deployments is not the same as central ones; placing all UEs at local edges by default will certainly degrade the performance.
It must be noticed that slices and DNNs may not provide enough information to consider whether the UE can be placed locally; some standard slices are by default implying local deployments but for some others it is not possible to infer locality, e.g. operator defined slices or eMBB.
4.- The status of the user plane nodes deployed at the edge. 
These dependencies need to be considered at concluding this study, potentially addressing relevant description during the normative phase.
7.y.2 Privacy considerations
[bookmark: _GoBack]Relevant privacy considerations shall be depicted separately. Special attention needs to be paid to recent regulatory changes on privacy shields. 
*************** End Changes ***************
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